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Abstract

This senior thesis aims to provide an overview of the existing cryptography
methods and their flaws in light of quantum computing and explore the post-
quantum cryptography algorithms with the mathematics behind them. Post-
quantum cryptography refers to a family of cryptographic algorithms that are
secure against an attack by both a classical and a quantum computer. Such
cryptography will be required when quantum computers are powerful enough to
perform Grover’s or Shor’s algorithms and break the existing public-key cryptog-
raphy methods. Additionally, this paper covers quantum cryptography, which is
also quantum-safe. Quantum key distribution is an example of quantum cryp-
tography that uses properties of quantum mechanics to securely exchange the
encryption keys.
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Chapter 1

Introduction

Modern cryptography is the foundation of computer security. It is based on
various mathematical concepts, such as number theory, computational complexity
theory, and probability theory. The main component of cryptography is encryp-
tion. Messages are encrypted and decrypted using complex algorithms that utilize
a combination of computer science and mathematics.

In any encryption method, an algorithm and a key are used to convert input
data into encrypted output data. This method ensures that only the sender and
addressee can view the messages because the encrypted information can only be
decrypted by someone with the secret key to convert the message into plain text.

Encryption is widely and frequently used to secure information, and its impor-
tance is growing with the increasing use of the Internet. Every time a new encryption
algorithm is created, it gets cracked and leads to the creation of another encryption
algorithm.

The rapid popularization of computers has increased the need for encryption
for private applications, such as personal confidential information transfer, business
transactions, as well as military applications. Cryptographic systems with a private
key are primarily used to transfer secret messages. The sender encrypts the message
using a key, and the recipient decrypts the received encrypted message with the same
key. Unfortunately, such systems with a private key have difficulties in practical
implementation. The main question is how to distribute the keys since a malicious
third party can capture the key and read the messages.

There are two types of encryption: symmetric and asymmetric (otherwise known
as public-key encryption) [16]. In symmetric encryption, a key is created, the mes-
sage is encrypted using that key, and the result is sent to the recipient while passing
the key or a password separately. The addressee can read the message after run-
ning the reverse of the same encryption operation with the received key. Symmetric
encryption is less secure than asymmetric encryption because the key can be inter-
cepted.

Asymmetric encryption is more complicated and more secure. It requires a pair
of corresponding keys: a public key and a private key. The public key is available
to everyone. It only allows encrypting the data but cannot be used to decrypt it.
The private key must be kept secret. When someone needs to send an encrypted
message, they perform the encryption using a certain public key. Once the message
is received, it can be decrypted using the corresponding private key.

A message encrypted with a certain public key can only be decrypted with the
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CHAPTER 1. INTRODUCTION

corresponding private key, which means that attackers would try to find the private
key. It cannot be intercepted because it is not transmitted anywhere, but theoret-
ically, it can be obtained from the public key. However, cryptographic algorithms
are specially designed so that the task of obtaining a private key from a public key
cannot be solved in a reasonable amount of time.

The invention and development of quantum computers pose a threat to public-
key cryptography. Due to the nature of quantum computers, they can solve the
problem of obtaining a private key much faster than classical computers. Therefore,
the unreasonable time required to break the cipher can turn into a relatively short
time when using a quantum computer and render the existing cryptographic methods
useless.

This paper will explore how the most widely used encryption algorithms work,
their flaws and weaknesses that can be exploited by the quantum computer, quan-
tum key distribution algorithms that utilize the principles of quantum mechanics
to protect the encryption keys from interception, and study the post-quantum en-
cryption methods that are secure against both a classical and a quantum computer
attacks.
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Chapter 2

Modern Cryptography

There are two main sciences regarding data encryption: cryptography and crypt-
analysis. The goal of cryptography is to research the methods of transforming infor-
mation. Cryptanalysis aims at evaluating the possibility of decrypting information
without knowing the encryption keys.

Modern cryptography relies on mathematical theory and computer science al-
gorithms to employ computational difficulty assumptions (when a problem cannot
be solved in polynomial time) for designing cryptographic algorithms. Such algo-
rithms are infeasible to break using the current computational devices, for example,
involving the discrete logarithm or the integer factorization problems [24].

2.1 Time Complexity

A concept of polynomial time refers to the time complexity that describes the
amount of computer time it takes to run an algorithm. In computer science, the time
complexity is usually expressed using the big O notation. Linear time complexity is
expressed as O(n), where n is the size in bits that represents the input. The above-
mentioned polynomial time could be expressed as O(nc) or poly(n), and its running
time complexity is the polynomial expression with the degree of the complexity of
the input. Computers perform mathematical operations of addition, subtraction,
multiplication, division, square roots, powers, and logarithms in polynomial time.

The paradigm of time complexity is vastly important in the field of cryptography
since it determines how safe an encryption scheme is. Any such scheme is designed
to encrypt and decrypt a message in a short amount of time when the key is given
and to make the decryption without a key infeasible. An encryption scheme would
be useless if decryption without a key can be performed in a small amount of com-
putational time. A strong encryption scheme requires years for a malicious third
party to decrypt a single message.

The time complexity of an algorithm is determined from its design: sequen-
tial statements have constant time complexity O(1), loop statements have linear
time complexity O(n), conditional statements have linearithmic time complexity
O(n · log(n)), recursive statements have exponential time complexity 2poly(n), trial
and error (brute-force) statements have factorial time complexity O(n!). The time
complexity can be improved if the algorithm uses multithreading and other opti-
mization techniques.
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CHAPTER 2. MODERN CRYPTOGRAPHY

2.2 One-way Functions

One-way functions are fundamental tools in cryptography, personal identifica-
tion, authentication, and other areas of data protection. Although the existence of
such functions remains unproven, there are one-way functions that have not been
rejected yet. They are an integral part of most telecommunications systems, as well
as e-commerce and online banking systems around the world since modern cryptog-
raphy is heavily dependent on the use of such functions.

The main characteristic of one-way functions is that it is easy to compute the
result of such functions but very difficult to compute the inverse of that result [3].
Even though we know the function, say f(x), and we can easily calculate the result
for any input, say f(a) = b but finding the inverse f−1(b) of that function would take
an unreasonable amount of computing time from the point of view of computational
complexity theory. There are two types of one-way functions: those that produce a
fixed-length output and those with a variable-length output.

Definition 2.2.1 (One-way Function). A function f : {0, 1}∗ −→ {0, 1}∗ is a one-
way function if [3]:

1. f can be evaluated in polynomial time.

2. f−1 cannot be found in polynomial time or, in other words, there is only a
negligible probability that any efficient algorithm will solve the problem of
inverting f in polynomial time.

One type of one-way function is a trapdoor function. If f is a trapdoor function,
then there exists a secret y, such that given f(x) and y, x can be computed easily [3].
RSA and Rabin cryptosystems use asymmetric encryption implemented as trapdoor
functions, and their security is related to the complexity of factorization. They are
presented as the exponentiation modulo a composite number and assumed that it
is difficult to factorize a large composite number. Functions involving a discrete
logarithm problem, such as modulo a prime, are not trapdoor functions since there
is no secret that would allow their efficient computation.

Another type of one-way function is a cryptographic hash function. It transforms
the input of any size into a hash value of a fixed size. Its main property is that such
a function should be collision-free, meaning two different input sequences should
not produce the same hash value [3]. A slight change in the input normally causes
a drastic change in the hash value. This way, data can be protected from any
modifications since its integrity is verified by comparing the hash values. An inverse
of a hash function can be obtained using a brute-force search or a rainbow table
of matched hashes. Examples of one-way hash functions include MD5 (currently
unsuitable for most use cases due to collisions), SHA-1 (considered vulnerable due
to collisions), SHA-2, SHA-3, where SHA stands for Secure Hash Algorithm, and
the security of each new generation is more robust than the predecessor.

2.3 The RSA Scheme

RSA (Rivest–Shamir–Adleman) is an asymmetric (public-key) encryption tech-
nique that is widely used for data transmission in computer systems [6]. Its crypto-
graphic security is based on the complexity of factoring large numbers or, in other
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words, on the exceptional difficulty of finding the secret key using the public key.
It uses RSA numbers that are a set of large semiprimes (numbers with exactly two
prime factors). The most secure systems use 2048-bit numbers that can store 22048

or 3.23 · 10616. That is a number with 617 decimal digits, and the corresponding
RSA-2048 method is considered as not factorizable in the near future.

Algorithm 2.3.1 (RSA Key Generation). To generate the public and the private
keys, we need to do the following [6] [14]:

1. Choose two distinct prime integers p and q. These numbers are chosen at
random and are kept secret.

2. Define n as a result of multiplication of these numbers: n = p · q. It will
be a part of the public key (the modulus), and its length represented in bits
determines the key length for the RSA encryption.

3. Choose a random integer number e. This number must be coprime (have no
common divisors except 1) with the result of multiplication (p − 1) · (q − 1).
This number is also a part of the public key (the exponent).

4. Determine a number d for which the following relation is true:

d · e = 1 mod (p− 1) · (q − 1)

This number is the private key exponent.

5. The public key consists of the modulus n and the public exponent e. The
private key is comprised of the modulus n and the private exponent d.

Algorithm 2.3.2 (RSA Encryption and Decryption). In order to encrypt a message
using the public key n,e, we need to perform the following operation [14] [24]:

1. Turn the message into a nonnegative integer m, such that m < n. If m ≥ n,
the message can be broken up into blocks, and each block is turned into a
nonnegative integer.

2. Compute the ciphertext c as follows:

c = me mod n

In order to decrypt the message using the private key n,d, we have to do the following
[14] [24]:

1. Recover the original integer from the following formula:

m = cd mod n

2. Turn the recovered integer back into the text to obtain the original message.
If the message consists of several blocks, reconstruct the message.
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Proof. The correctness of the RSA (me·d = m mod n, n = p · q) can be proven using
Euler’s theorem. If e and d are positive integers such that e · d = 1 mod ϕ(n), then
e · d = 1 + h · ϕ(n) for some nonnegative integer h. Since m is coprime to n,

med = m1+h·ϕ(n) = m(mϕ(n))h = m(1)h = m mod n,

due to Euler’s theorem.

Knowing the algorithms of RSA key generation, encryption, and decryption, we
can analyze the potential flaws of this encryption technique. The security of an RSA
implementation depends on the following parameters [24]:

1. Prime selection.
The security of RSA is based on the difficulty of factorizing a large number.
This number is a product of two primes. These primes have to be selected in
a way that their product cannot be factorized. To ensure the security of the
algorithm, the primes have to be truly random and independent. If they share
enough of their upper bits, their product can be factorized using Fermat’s
factorization method. If there are multiple certificates generated, there is a
possibility of duplicate primes, which allows factoring the modulus using the
Euclidean algorithm.

2. Public exponent.
In some cases, in order to speed up the encryption time, the public exponent
is chosen to be a small number which leads to lower security of the RSA
encryption. When e is small, the Franklin-Reiter attack can be used to decrypt
two RSA-encrypted messages that differ by a known fixed difference.

3. Private exponent.
To improve the decryption performance, the value of d is sometimes chosen
to be small. In a case when d < 1

3
n

1
4 , the private key can be recovered using

Wiener’s attack, and the RSA encryption will be compromised.

The abovementioned methods and attacks for decrypting a message without a
private key or recovering the private key are efficient and can be performed in some
cases. However, they are only applicable under certain circumstances when the RSA
parameters are not chosen to be secure. For the RSA-2048, which is widely used
today, the RSA numbers have been considered unfactorizable for many years.

2.4 Diffie–Hellman Key Exchange

Diffie–Hellman key exchange is a method that allows exchanging cryptographic
keys over a public channel securely [15]. It was the first method that reduced the
communication channel requirements for establishing a secure connection without
prior exchange of keys. The protocol allows two parties to create a common session
key using a communication channel that can be compromised by an intruder, but
with the assumption that the latter cannot change the content of the messages.
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Algorithm 2.4.1 (Diffie–Hellman Key Exchange). Let p be a large prime number,
and g a primitive root modulo p. p and g are publicly shared between Alice and
Bob. A one-way function y = gx mod p is then used for the key exchange. The
exchange protocol consists of the following [14] [15]:

1. Alice picks a random a such that 2 ≤ a ≤ p− 1 and computes A = ga mod p.
The result of the computation is then sent to Bob.

2. Bob picks a random b such that 2 ≤ b ≤ p − 1 and computes B = gb mod p.
The result of the computation is then sent to Alice.

3. Alice computes the session key K = Ba mod p

4. Bob computes the session key K = Ab mod p

The resulting session key K can be used as the symmetric encryption key, so the
information is encrypted and decrypted using a symmetric-key cipher with the same
key obtained by both parties.

Proof. To prove the equivalence of the shared secret, we need to show that

(ga mod p)b mod p = (gb mod p)a mod p

By the definition of mod, we can expand ga mod p as ga + pk, k ∈ Z. Then

(ga + pk)b = gab +

(
b

1

)
Aa(b−1)pk + · · ·+ (pk)b

Since all terms except the first one contain p,

(ga mod p)b = gab mod p

Analogously,
(gb mod p)a = gab mod p

Therefore,
(ga mod p)b = (gb mod p)a

(ga mod p)b mod p = (gb mod p)a mod p

The protocol provides only the generation of new session keys. In the absence
of a trusted third party, it cannot provide authentication of the parties exchanging
the keys [15]. Therefore, the Diffie-Hellman key exchange can be compromised by a
man-in-the-middle attack if the communication channel is not secure. A third party
standing between Alice and Bob can exchange the session keys with Alice and Bob
separately and then forward the messages between them using different session keys.
This way, the intruder would be able to read messages, and it would be impossible
to detect. Normally, the encryption schemes involving Diffie-Hellman key exchange
incorporate additional one-way or two-way authentication methods.

The security of Diffie-Hellman key exchange is based on the difficulty of solving
the discrete logarithm problem [15], that is, calculating the inverse function

x = loggy mod p.

Currently, computers cannot efficiently compute such problems. An efficient al-
gorithm to solve them would make it possible to compute a or b and solve the
Diffie–Hellman problem.
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Chapter 3

Quantum Computers and
Algorithms for Cryptanalysis

Quantum mechanics is a branch of physics that studies the mathematical descrip-
tion of the motion and interaction of subatomic particles, concepts of quantization
of energy, wave-particle duality, the uncertainty principle, and the correspondence
principle [22]. Quantum mechanics is different from classical physics because en-
ergy, momentum, and other quantities of the bound state of a system cannot take
arbitrary values but are limited to discrete values. The characteristics of objects can
be interpreted as both particles and waves (wave-particle duality), and we cannot
accurately predict the value of a physical quantity before measuring it when given
a full set of initial conditions (uncertainty principle).

Quantum mechanics describes physical phenomena whose actions are comparable
in magnitude to the Planck’s constant. Planck’s constant is a fundamental physical
constant denoted h. A photon’s energy is calculated with the following formula:

E = hf

h = 6.62607015 · 10−34J ·Hz−1

where f is the frequency, and h is the Planck’s constant [22]. In quantum physics,
a quantum state of a system is described by a wave function Ψ, which is a complex-
valued probability amplitude function:

Ψ = ekφ, k =
i

~
, ~ =

h

2π

where φ is the phase of the wave function.
A system with n states forms an orthonormal basis of a Hilbert space of dimen-

sion n, and the quantum state is the superposition of classical states [22]. We can
perform either a unitary transformation of the quantum state or measure it since the
process of measurement will lead to a change in the quantum state. While unitary
transformations are reversible, the measurement is irreversible.

A qubit (quantum bit) is a unit of quantum information, which is a two-state
system [22]. The system could be comprised of the spin of an electron (spin up
and spin down) or the polarization of a photon (vertical polarization and horizontal
polarization). A qubit can be in a superposition of both basis states, and when it is
measured, it will collapse to one of its eigenstates which will be the outcome of this
measurement [22].
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A qubit’s state of superposition can be represented using the Dirac notation [22]:

|ψ〉 = α| 0〉+ β| 1〉,

where α and β are the amplitudes (complex numbers) [13]. The two states of qubits
form an orthonormal basis, and are given by

| 0〉 =

[
1
0

]
and | 1〉 =

[
0
1

]
.

A quantum computer is a computing device that uses quantum mechanics (quan-
tum superposition, entanglement, parallelism) to transmit and process data through
the means of qubits. Quantum computation is controlled by a classical computer
that inputs the sequence of unitary operations and then measures the state of the
quantum processor, which produces the result of the calculation. Two basic op-
erations are enough to perform any calculation. The quantum system produces a
result that is correct only with some probability, but the probability of getting a
correct result can be increased by slightly increasing the number of operations in
the algorithm.

There are several algorithms that a quantum computer can perform [22]:

1. Shor’s algorithm, which allows factoring a natural number in polynomial time.

2. Grover’s algorithm, which allows finding the solution of an equation f(x) =
1, 0 ≤ x < N in time O(

√
N).

3. Deutsch–Jozsa algorithm, which determines whether a binary function is con-
stant or balanced.

4. HHL algorithm, which solves linear systems.

The main feature of these algorithms is that they are faster than any possible clas-
sical algorithm for the respective task.

3.1 Basics of Quantum Mechanics

Quantum mechanics has the following fundamental principles [22]:

1. The uncertainty principle.
According to Heisenberg’s uncertainty principle, it is impossible to exactly
determine the position and momentum of a particle at the same time [22]. In
other words, the more accurate the predicted position of a particle is, the more
uncertain our prediction about the momentum becomes, and vice versa.

Let σx be the standard deviation of position, and σp be the standard deviation
of momentum, then

σx · σp ≥
~
2

where ~ is the reduced Planck’s constant.
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2. The complementarity principle.
The complementarity principle states that there are complementary proper-
ties that cannot be observed or measured simultaneously [22]. Measuring the
position of a particle makes it impossible to measure its momentum and vice
versa. From the canonical commutation relation

[x̂, p̂] = i~

we can see that the position and the momentum are non-commuting operators
and are called incompatible observables.

3. The superposition principle.
The quantum superposition principle states that multiple quantum states can
be added together and the result will be another quantum state, and every
quantum state can be represented as a sum of several other quantum states
[22]. If Ψ is a statefunction, ϕn are the normalized eigenstates, and bn are the
coefficients, then

|Ψ〉 =
∞∑
n=1

| bnϕn〉

4. Quantum entanglement.
Quantum entanglement is a quantum mechanical property when the quantum
states of multiple objects are correlated [22]. For example, if one of the two
entangled photons is measured to have vertical polarization, the polarization of
the other photon will be horizontal. Mathematically, quantum entanglement
represents a tensor product of Hilbert spaces.

5. Quantum parallelism.
Quantum parallelism allows performing a large number of operations in parallel
since qubits can perform calculations using all possible input values simulta-
neously.

6. No-cloning theorem.
The no-cloning theorem states that it is not possible to make an identical copy
of an unknown quantum state without affecting that state [22].

3.2 Quantum Fourier Transform

The quantum Fourier transform is a quantum version of the discrete Fourier
transform and is a linear transformation over the amplitudes of qubits. It is used
in many quantum algorithms and allows for solving the hidden subgroup problem.
Quantum computers can efficiently perform the quantum Fourier transform (in poly-
nomial time).

A Fourier transform decomposes functions depending on time or space into func-
tions depending on temporal or spatial frequency. A discrete Fourier transform is a
Fourier transform for cases when the ordered pairs are equally spaced in their input
variable.
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The discrete Fourier transform maps a vector (x0, x1, . . . , xN−1) ∈ CN to another
vector (y0, y1, . . . , yN−1) ∈ CN as follows:

yk =
1√
N

N−1∑
n=0

xn · e−
2πi
N
kn.

The quantum Fourier transform on a basis | 0〉, | 1〉, . . . , |N − 1〉 is the following
linear operation on the states [12]:

| j〉 → 1√
N

N−1∑
k=0

e
2πijk
N | k〉.

The quantum Fourier transform can be also expressed as a unitary matrix:

UQFT =
1√
N

N−1∑
j=0

N−1∑
k=0

e
2πijk
N | k〉〈j |.

3.3 Shor’s Algorithm

Peter Shor’s algorithm is a quantum algorithm for integer factorization. The
goal of the algorithm is to reduce the factorization problem to finding the period of
a function. It allows factorizing the number N in polynomial time (O(log3N)) using
O(logN) qubits. This means that a quantum computer with about 3,000 qubits
can break the RSA cryptographic system with a 2048-bit key in time comparable to
encrypting the message. The efficiency of Shor’s algorithm was first demonstrated in
2002 by factorizing the number 15 on a quantum computer that had seven qubits [25].
If a sufficiently powerful quantum computer is created, Shor’s algorithm will break
the existing asymmetric cryptographic schemes, such as RSA, and key exchange
methods, such as Diffie-Hellman.

The goal of Shor’s algorithm is to find an integer d (from 1 to N) that divides
N (an odd composite number). The algorithm consists of two parts [23]:

1. Convert the factorization problem into the order-finding problem.

2. Find the quantum period using the quantum Fourier transform. This part
uses quantum parallelism to speed up the computation of the factorization
problem.

Algorithm 3.3.1 (Shor’s Algorithm). Shor’s algorithm is performed as follows [12]
[23]:

1. Pick a random integer r, such that 1 < r < N , and r and N are coprime
numbers.

2. Use a quantum computer to obtain p, the period of the function

fr,N(x) = rx mod N.

This step is a form of the hidden subgroup problem.
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3. If p is an odd integer, return to step 1, otherwise we have

rp − 1 = (rp/2 − 1)(rp/2 + 1) = 0 mod N

since p is an even integer.

4. If (rp/2 + 1) = 0 mod N , return to step 1, otherwise calculate

d = gcd(rp/2 − 1, N).

5. The resulting d is a nontrivial factor of N.

Suppose we have a number N , then a brute force algorithm would check all
primes up to

√
N to find factors of that number, which makes its time complexity

exponential. The most efficient classical algorithm for factoring, the general number
field sieve, still takes exponential time, despite being faster. On the other hand,
Shor’s algorithm factorizes a number in polynomial time using the quantum com-
puter. By creating a superposition of states, implementing a function as a quantum
transform, and performing a quantum Fourier transform, Shor’s algorithm achieves
such time complexity [23].

Quantum computers use the ability of qubits (information units) to take several
values simultaneously and the state of entanglement to find the period of the function
used for Shor’s algorithm. This process is probabilistic since reading the resulting
values from the qubits involves randomness.

The paper by Amico et al. has demonstrated how a compiled version of Shor’s
algorithm can be implemented on the IBM quantum computer to factor the numbers
15, 21, and 35 using 5, 6 and 7 qubits, respectively [2]. The paper shows that the
numbers 15 and 21 can be successfully factored on the ibmqx5 quantum processor,
but factoring the number 35 is successful only 14% of the time due to errors [2].

Figure 3.1: Circuit of Shor’s algorithm for factoring numbers 15, 21, and 35 [2].

3.4 Hidden Subgroup Problem

Shor’s algorithm involves solving the hidden subgroup problem (HSP) for finite
abelian groups to extract the period in a superposition [4]. The HSP is defined as
follows, ”given a group G, an unknown subgroup H, and oracle access to a function
f that is constant and distinct on cosets of H, find H”[10]. Quantum computers can
solve such problems in polynomial time for finite abelian groups using a quantum
Fourier transform. The hidden subgroup problem covers the problem of integer
factorization and discrete logarithm problem.

14



CHAPTER 3. QUANTUM COMPUTERS AND ALGORITHMS FOR
CRYPTANALYSIS

In Shor’s algorithm for factoring a number n, the abovementioned group G is
the multiplicative group of integers mod n, Z∗n, which is abelian, the function is
f(x) = cx mod n, and H is the subgroup with the index of the multiplicative order
of c. In this case, we extract the period in a superposition using Fourier transform.

A function f : G → S, where S is any set, hides the subgroup H (H ≤ G) if
∀g1, g2 ∈ G,

f(g1) = f(g2) ⇐⇒ g1H = g2H.

Figure 3.2: A function f : G → X could be represented as f = h ◦ g, g is a
homomorhism G→ H, h is one-to-one mapping H → X, where X is a finite set, K
is the kernel of a finitely generated group G, and H ∼= G/K [18]. In this case, the
hidden subgroup problem is to find K.

Definition 3.4.1 (Character of an Abelian Group). If G is an abelian group, a
function f : G → C \ {0} that is a group homomorhism from G to C× (the mul-
tiplicative group of non-zero complex numbers) is called a character of the group
G.

Algorithm 3.4.1 (Abelian Hidden Subgroup Problem). According to the paper by
Lawrence Ip, if G is abelian, the hidden subgroup problem can be solved efficiently
using a quantum computer as follows [10]:

1. Use the qubits in superposition ∑
g∈G

| g, f(g)〉,

to measure f(g) to obtain a superposition over cH, which is a random coset
of H ∑

h∈H

| ch, f(c)〉,

where c is a randomly selected element of G.

2. Perform the Fourier transform of ch and the resulting∑
χ∈Ĝ

∑
h∈H

χ(ch)|χ〉,

has the dual group Ĝ of G. This is the group of characters of G.
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3. Measure the first register and obtain the character χ and repeat the first three
steps n times. This way, we obtain a random element of the dual space each
time.

4. The resulting subgroup of G whose H⊥ (the set of characters χ whose kernel
contains H, or χ(h) = 1, ∀h ∈ H) is equal to the subgroup of Ĝ generated by
the characters χ1, . . . , χn.

Reducing a public key cryptosystem to the hidden subgroup problem will allow
breaking the key of such cryptosystem using the quantum computer.

3.5 Grover’s Algorithm

Lov Grover’s algorithm or quantum search algorithm is a quantum algorithm
for unstructured search that finds the input of an unknown function that produces
a particular output value with complexity O(

√
N), where N is the domain of such

function [24]. A black box function called an oracle is used as a database for the
algorithm. If the oracle function evaluates to 1 (meaning the input is the correct
answer), its eigenvalue will be -1, but if the input is incorrect, the eigenvalue will be
1. The algorithm allows finding the solution of a function of type f(x) = y where
f is a boolean function with n variables (the algorithm finds x for the given y). It
uses a technique called amplitude amplification, which amplifies the amplitude of
the target state by decreasing the amplitude of all other states [24]. The algorithm is
probabilistic due to the nature of quantum algorithms and gives the correct answer
with high probability.

Algorithm 3.5.1 (Grover’s Algorithm). Grover’s algorithm is performed by the
following steps [11] [8]:

1. Put the qubits into superposition

| s〉 =
1√
N

N−1∑
x=0

|x〉.

Now the qubits have the uniform amplitude.

2. Use the oracle function to flip the amplitude of the desired input

Uf |x〉 = (−1)f(x)|x〉.

3. Apply a state change (Grover diffusion operator) to the qubits to reflect the
desired input

Us = 2| s〉〈s | − 1

and obtain the probability for the amplitude of the desired input at t+ 1

|ψt+1〉 = UsUf |ψt〉

which amplifies the desired input.

4. Repeat steps 2 and 3 until the amplitude reaches some defined threshold.
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5. The produced amplitude at time t will contain the desired input

|ψt〉 = (UsUf )
t|ψ0〉.

The figures below were created in IBM Quantum Composer. Grover’s algorithm
was constructed for two qubits with the expected outcome |ω〉 = | 00〉 and run on a
quantum computer.

Figure 3.3: Quantum circuit for Grover’s algorithm with oracle |ω〉 = | 00〉.

Figure 3.4: The outcome of Grover’s algorithm with oracle |ω〉 = | 00〉 after 1024
shots.

As we can see, Grover’s algorithm allows finding the inverse value of a function
in O(

√
N) time instead of O(N) time required for a classical algorithm. This way,

block ciphers, such as AES, become insecure. Consequently, Grover’s algorithm
speeds up attacks against symmetric ciphers.
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Post-Quantum Cryptography

The existing encryption methods will inevitably become insecure. When a suf-
ficiently powerful quantum computer is created, algorithms such as Shor’s and
Grover’s will crack the classical cryptosystems involving public-key encryption and
key exchange algorithms. Therefore, there is a need to design cryptographic and key
exchange algorithms that will be secure against cryptanalytic attacks by quantum
computers. Such algorithms are referred to as post-quantum cryptography.

In many ways, the task of key distribution is as difficult as the task of private
communication. A malicious third party can capture the key and easily obtain the
original message. One way to avoid this is quantum encryption, in which the security
of the key is guaranteed by the laws of quantum mechanics. The basic idea of a
quantum key distribution algorithm is to use the feature of quantum mechanics that
the act of observing a system changes the observed system. Thus, an interceptor
who tries to eavesdrop will corrupt the message. In that case, the message can
be restored after discarding the bad bits, and if there are too many of them, the
message would be resent.

Post-quantum cryptography has three main objectives [5] [24]:

1. Replace digital signature schemes such as RSA, DSA, ECDSA.

2. Replace the RSA-based encryption protocol for key exchange.

3. Replace the key negotiation protocol based on the Diffie-Hellman algorithm.

Post-quantum cryptography research is currently exploring the following [4] [24]:

1. Lattice-based cryptography - currently the most promising candidate for post-
quantum cryptography involving lattices.

2. Multivariate cryptography - uses multivariate polynomials over a finite field.

3. Hash-based cryptography - based on the security of hash functions.

4. Code-based cryptography - cryptosystems that use error-correcting codes.

5. Supersingular elliptic curve isogeny cryptography - utilizes the properties of
supersingular elliptic curves and walks in a supersingular isogeny graph.
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4.1 Quantum Key Distribution

Quantum key distribution (QKD) is a secure communication method that em-
ploys properties of quantum mechanics to obtain a secret shared random key used
for encrypting and decrypting messages [21]. Its main property is that the com-
municating parties can detect eavesdropping during the process of obtaining the
key since the process of measuring a quantum state changes the state. Unlike the
traditional public-key cryptography, the security of QKD is proven with informa-
tion theory and forward secrecy. However, QKD is only used to obtain and share
keys, not for message transmission. The messages are transmitted over a standard
communication channel. There are two main categories of QKD implementation:
prepare-and-measure protocols (which use Heisenberg’s uncertainty principle) and
entanglement-based protocols (which use quantum entanglement) [16].

4.1.1 BB84 Scheme

BB84 quantum key distribution scheme was proposed by Charles Bennett and
Gilles Brassard in 1984 [22]. BB84 is a prepare-and-measure implementation of
QKD. It is provably secure due to the no-cloning theorem because it uses non-
orthogonal quantum signal states. It allows secure transmission of a private key for
use in one-time pad encryption (when each message is encrypted with a private key
with a length at least as long as the message and the key is never reused) [22]. The
protocol uses a quantum channel to transmit keys and a classical channel to send
encrypted messages.

Algorithm 4.1.1 (BB84 Scheme). If Alice wants to send a private key to Bob using
the BB84 scheme, they perform the following [19] [22]:

1. Alice encodes two n bit long strings of bits, a and b, as a tensor product of n
qubits:

|ψ〉 =
n⊗
i=1

|ψaibi〉

Therefore, aibi produces four qubit states, and bi determines whether ai is
encoded in the computational basis or the Hadamard basis. The resulting
qubits are not mutually orthogonal, making them impossible to distinguish
without knowing b.

2. Alice sends the qubits |ψ〉 to Bob using a quantum channel ε.

3. Bob receives a state ε(|ψ〉〈ψ |), which may include noise in the channel and
eavesdropping.

4. Bob generates a string of random bits b′ with the same length as b and measures
the received qubits using the basis b′, obtaining a′.

5. Bob acknowledges the received transmission, then Alice and Bob communicate
(Alice shares b) to determine which bi and b′i are not the same, then the
corresponding bits in a and a′ are discarded.
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6. Now they have remaining k bits, and Alice randomly chooses k
2

bits and shares
them with Bob. If a certain number of them match, both parties obtain a
shared secret key; otherwise, the procedure starts over.

Figure 4.1: The key exchange in the BB84 protocol implemented with the polariza-
tion of photons [16].

While BB84 allows securely transmitting secret keys, it is vulnerable to man-
in-the-middle attacks and requires an authenticated classical channel. Additionally,
if the transmission of keys is constantly eavesdropped on (denial of service attack),
it would be impossible to exchange keys since the qubits would permanently have
altered quantum states. BB84 is also vulnerable to a photon-number-splitting attack
since usually quantum states are sent using laser pulses that cannot precisely send
one photon, thus allowing an eavesdropper to store extra photons in a quantum
memory. These stored photons can be measured using the correct basis shared by
the sender.

4.1.2 SARG04 Protocol

SARG04 (Scarani-Acin-Ribordy-Gisin 2004) is a quantum cryptography protocol
derived from the BB84 scheme, and its main feature is protection against photon-
number-splitting attacks [16]. It was initially defined as a prepare-and-measure im-
plementation of QKD. Later an entanglement-based implementation was described.
It differs from BB84 because it uses bases instead of quantum states to code the
bits.
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Algorithm 4.1.2 (SARG04 Protocol). SARG04 is very similar to BB84 and is
performed with the following steps [7] [19]:

1. Alice encodes two n bit long strings of bits, a and b, as a tensor product of n
qubits:

|ψ〉 =
n⊗
i=1

|ψaibi〉

Therefore, aibi produces four qubit states, and bi determines whether ai is
encoded in the computational basis or the Hadamard basis. The resulting
qubits are not mutually orthogonal, making them impossible to distinguish
without knowing b.

2. Alice sends the qubits |ψ〉 to Bob using a quantum channel ε.

3. Bob receives a state ε(|ψ〉〈ψ |), which may include noise in the channel and
eavesdropping.

4. Bob generates a string of random bits b′ with the same length as b and measures
the received qubits using the basis b′, obtaining a′.

5. Bob acknowledges the received transmission, but Alice never shares the basis
b for each bit. Instead, she announces the choice of the set from which the
state was selected.

6. Bob checks whether his measurement is consistent with the possible state he
was shared with. If the measurement outcome is orthogonal to the state in the
shared set, it is conclusive; otherwise, it is inconclusive, and Bob announces
either result. Invalid bits are discarded.

7. Now they have remaining k bits, and Alice randomly chooses k
2

bits and shares
them with Bob. If a certain number of them match, both parties obtain a
shared secret key; otherwise, the procedure starts over.

While SARG04 is secure against a photon-number-splitting attack, it is still
vulnerable to a denial of service attack using constant measuring, which modifies
the quantum states and prevents the transmission of secret keys. Another example is
the large pulse attack that can be performed in the SARG04 protocol. If a malicious
third party flashes a bright light into the quantum channel, this light would be
reflected inside the transmitting device and picked up by the internal modulator. It
would get modulated, and the resulting pulse can be measured to obtain the settings
of the modulator.

4.2 Quantum-Safe Cryptography

A quantum-safe (post-quantum) algorithm is secure against attacks by both
a classical computer and a quantum computer. The abovementioned quantum key
distribution methods BB84 and SARG04 produce a guaranteed quantum-safe shared
secret if an ideal quantum channel is used [21]. However, analog physical devices used
to perform QKD are imperfect. A photon-number-splitting attack is one example
that exploits such imperfections. Additionally, quantum computers and quantum
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channels are costly and challenging to implement. Therefore, there is a need for
specialized algorithms that would be secure against various quantum attacks.

One of the candidates for post-quantum cryptography is lattice-based construc-
tions of cryptographic primitives. Such constructions involve lattices, and some of
them seem to be resistant to attacks by both classical and quantum computers since
some computational lattice problems have no efficient solution.

”A lattice in Rn is a set L =
{∑m

i=1 xibi|xi ∈ Z}, where b1, . . . , bm are linearly
independent over R, and the matrix B = [b1, . . . , bm] is called a basis of the lattice
L” [5]. The basis for a lattice is not unique.

4.2.1 NTRUEncrypt

The NTRU encryption algorithm is a lattice-based alternative to RSA. It is
based on the short vector problem and is thought to be secure against quantum
computer attacks (quantum-resistant). It operates in a truncated polynomial ring
Z(X)/(XN − 1). Unlike BB84 and SARG04, NTRU is not a quantum encryption
algorithm but a classical one.

Algorithm 4.2.1 (NTRUEncrypt Key Generation). [9] To generate a pair of public
and private keys, we need two polynomials, f and g, with a degree at most N − 1
and with coefficients {-1, 0, 1}. The polynomial f ∈ Lf must have inverses modulo
q and modulo p, which means the following must be true:

f · fp = 1 mod p and f · fq = 1 mod q

The private key consists of the polynomials f and fp. The public key can be calcu-
lated using the formula:

h = (p · fq · g) mod q

Algorithm 4.2.2 (NTRUEncrypt Encryption and Decryption). [9] To encrypt a
message, it must be first converted in the form of a polynomial m with coefficients in
[−p

2
, p
2
]. Then choose randomly a polynomial r with small coefficients, and compute

the encrypted message (ciphertext):

c = (r · h+m) mod q

To decrypt a message, perform the following calculation:

a = (f · c) mod q

since

a = (f · (r · h+m)) mod q = (f · (r · pfq · g +m)) mod q = (rpg + fm) mod q

where the coefficients of a are in [− q
2
, q
2
]. Next calculate

b = a mod p

since
b = fm mod p
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and recover the message using the other part of the private key

d = fp · b

since
d = (fp · f ·m) mod p = m mod p

The resulting polynomial d represents the original message.

The security of NTRUEncrypt is based on the computational problem on lattices
called the shortest vector problem, which is stated as ”given a lattice basis B, find
the shortest nonzero vector in L(B)” [17]. This problem is difficult to compute using
both a classical and a quantum computer, making the NTRU encryption algorithm
quantum-safe. It is NP-hard for randomized reductions, which means nondeter-
ministic polynomial-time hardness. New cryptographic schemes undergo a series of
cryptanalytic tests before their widespread adoption in any critical infrastructure,
which takes years. There are attacks that can be used on NTRUEncrypt, such as
brute-force attacks, man-in-the-middle attacks, multiple transmission attacks, and
lattice-based attacks [9]. Still, evidence suggests that they do not pose a security
threat to the encryption [9]. According to the paper by Mavroeidis et al., ”as of
today there is not any known attack for NTRU” [16].
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Conclusion

Nowadays, secure transmission of information plays a critical role in everyday
life because of the widespread use of computers in finance, healthcare, science, gov-
ernment, and military applications. Every year quantum computers become more
powerful and less expensive, which creates a problem with modern encryption algo-
rithms, which can be broken using quantum algorithms. When quantum computers
are powerful enough to utilize Shor’s and Grover’s algorithms, the conventional
public-key cryptosystems such as RSA and key exchange methods such as Diffie-
Hellman will become insecure. Therefore, there is a need for new encryption and
key distribution methods that are resistant to quantum computing.

If quantum computers become ubiquitous and quantum channels are available
to every user, quantum key distribution methods such as BB84 and SARG04 can
be used for secure key distribution and, consequently, secure encryption. Such pro-
tocols are provably secure under certain conditions but require a sophisticated in-
frastructure and are currently infeasible. If powerful quantum computers become
available only to specific groups of people, the quantum key distribution would not
be viable for widespread use, and lattice-based cryptography can be used instead.
Post-quantum cryptographic methods such as NTRUEncrypt can be implemented
using classical computers and will provide sufficient security.

This paper has provided the relevant mathematical concepts and explanations
for all mentioned algorithms to highlight the flaws of the widely-used encryption
methods and the future advantages of the proposed post-quantum encryption meth-
ods.
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